Information Resources & Technology

Policies in this category

- **Clinical IT**
  - Authorization for Release of Information and Providing Patients with Copy of Medical Records Policy
  - Centricity Business/Centricity EMR Duplicate Registrations or Charts Policy
  - Centricity Business and Centricity EMR Report Requests Policy
  - Centricity Business Billing Area and Centricity EMR Location of Care Policy
  - Centricity Business Billing Providers Policy
  - Centricity Business Code Sets Policy
  - Centricity Business FSC, Pay Code, and Commercial Insurance Approvals Policy
  - Centricity Business Locations Policy
  - Centricity Business Printer Forms Policy
  - Centricity Business Providers Separation Check List Policy
  - Centricity Business Scheduling Departments & Appointment Types Policy
  - Centricity Business Scheduling Providers Policy
  - Centricity Referring Providers Policy
  - Clinical System Report Requests Policy
  - Clinical Systems Access Request Policy
  - Clinical Systems Super Users Policy
  - EMR Issue Triage Folder Policy
  - Scanning and Indexing Documents into the Centricity Electronic Medical Record (EMR) Policy

- **Information Security**
  - Acceptable Use Policy
  - Access Control Policy
  - Affiliate Access Policy
  - Business Continuity Management
  - Camera and Card Access
  - Change Management
  - Data Backup
  - Electronic Media Disposal
  - Encryption Policy
  - General User Password
  - High Performance Computing Resources
  - Information Classification
  - Information Security Policy
  - iPAD USE
  - Mobile Computing and Removable Media
  - Mobile Devices iPad and Tablet Device Policy
  - Physical Security for IT Network Resources
  - Privileged Account Management
  - Remote Access Policy
  - Security Awareness and Training
  - Security Incident Management Policy
  - Security Monitoring Policy
  - Security System Development Life Cycle Policy
  - Transmission Sensitive Information Policy
  - Vulnerability Management Policy
  - Workstation Use and Security Policy

- **IRT**
  - Alumni Offboarding Policy
  - Cellular Device Policy
  - Computer Lab Policy
  - Computer Lab Software Policy
• Conference Room and Non-Classroom Space Technology Policy
• Data Governance: EIS Internal Policy
• Data Governance: IT Acquisition Policy
• Data Governance: LMS Use Policy
• Data Governance Policy
• Digital Signage Policy
• Electronic Survey Policy
• Employee Computer Trade-in Cycle Policy
• iPad Cellular Data Activation Policy
• IT Resources Available in Licensed Premises
• Project Management and Software/Systems Development Life Cycle Policy
• Separated and Retiring Employee Offboarding Policy
• Technology Ownership Policy
• Technology Terms and Definitions
• Two-Factor Authentication Policy
• University Data Policy